
Organizations that accept online payments must comply with the Payment Card Industry Data
Security Standard (PCI DSS) version 4.0.1. Two new requirements, 6.4.3 and 11.6.1 demand strict
control and monitoring of the scripts running on your payment pages.

Noncompliance can result in audit failures, reputational damage, or customer data exposure.

Source Defense makes it easy. Our behavior-based eSkimming security platform helps you reach
full compliance in just 30 days—with minimal time and effort from your team.

Achieve PCI DSS 4.0.1
Compliance in 30 Days or Less

The set of requirements around payment flows 
found in PCI DSS 4.0 can be challenging to fully 
grasp. As experts on these requirements, Source 
Defense will help you with discovery and 
scoping. We'll use the first seven days to custom 
configure a testing environment, educate 
your teams on findings and get you an 
understanding of cost. 

Discovery and scoping of your environment
Initial solution demonstration
Configuration of custom compliance 
dashboard
Team education on requirements, scope 
and initial findings
Initial budgetary cost and mutual 
action plan
Hands on testing of Source Defense

Discovery

Meet Requirements 6.4.3 and 11.6.1 with Confidence

The 30-Day Fast Track to PCI DSS Compliance

Days 1 to 7

START COMPLIANT

Completion
Day 22 to 30
    Deployment
    Training
    Verification

Acquisition
Day 16 to 21
    Procurement
    Scheduling
    Operations

Evaluation
Day 8 to 15
    Identify teams
    Analyze
    Agree

Discovery
Day 1 to 7
    What do we have?
    What do we need?
    What is available?
    What is next?



Source Defense prides itself on being different 
from other enterprise security companies and 
solutions. We have sailed through contracting 
in as little as a few days. We'll use this time to 
work through the commercial terms, get your 
success team in place and lock in an 
onboarding schedule. 

AcquisitionDays 16 to 21

Typical software onboarding can be long and 
arduous; sometimes taking months to configure 
and test. Onboarding with Source Defense is a 
responsive process driven by the urgency of 
your organization. Our skilled deployment team 
can set up a full system in a matter of days. The 
Source Defense team has worked hard to 
develop an easy to deploy, easy to configure 
platform that provides the necessary security to 
keep credit card data safe and meet these new 
PCI DSS requirements.

CompletionDays 22 to 30

Testing Source Defense is a simple, easy and 
rapid process. You won't get mired down in 
bureaucracy and complex technical setup. 
We'll complete discovery within the first seven 
days , and spend the next eight days 
hammering out project timelines, identifying 
key players and getting the contractual 
process moving. 

Testing completion and mutual assessment 
read out
Agreement on project timeline and goals
Identification of key resources, roles and 
responsibilities
Contractual process

EvaluationDays 8 to 15

Legal review
Onboarding schedule
Assignment of client success manager
Contract completion

Onboarding and platform configuration
Protection in place 
Introduction and training with QSA 
(as applicable)

CONTACT US TODAY

https://sourcedefense.com/company/contact-us/


